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Abstract— Over the past few decades there has been numerous advances in the Biometric, most notably among them is the development of Deoxyribonucleic acid (DNA) fingerprint , Finger Knuckle Print (FKP), Finger Vein based biometric systems.This paper discusses this exclusive biometrics traits that are still less focus by the researcher. This paper   contributes   an idea about the distinct biometrics modality for authentication. The effort is focused to choose exact modality for the secure storage and verification of the biometric template and shows how it can be perfect for availability, usability and safety for authentication.
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INTRODUCTION 
A biometric is not new for this e world. As all are aware about the security and reliability for their identity. Many technologies are available for identification and verification. The conventional authentication technologies were lacking the security hence biometric authentication came into picture. It is safe and accurate personal authentication not causes the problem of stolen, forgotten etc.  Biometric authentication is a method to measures unique features of physical or behavioral characteristic of human being. The different correlated and uncorrelated biometric traits are face, fingerprint, hand geometry, iris, retinal, and signature, and voice, FKP, finger vein, DNA. Now the most important challenge is to choose the correct biometric trait for authentication. No one biometrics is practically perfect each trait have its merits and demerits. Selection of trait is based on the application that involves different attributes. Most of the users’ researchers’ focus the attribute like safety, accuracy and serviceable identification and verification technologies in order to reduce the fraud transactions. This paper investigates the types of correlated biometrics, their characteristics and indirect path of acceptance and feasibility in the society.   
I. DNA FINGERPRINT

The most commanding   new forensic technology is DNA fingerprint. But its acceptance by society was not straightforward. It is the one of the supreme identification systems to recognize a living organism. Every living creature is unique except for identical twins, triplets etc. DNA is comparable to a successive number for living things. Each individual contains a unique sequence that is specific to that one organism. While in traditional fingerprints more chances of forgery fingerprint the DNA sequence cannot easily be changed. Thus mostly increasing its successful in forensics, and identification of individual. It is useful in many applications such as criminal investigations to establish paternity in paleontology, archaeology, various fields of biology, and medical diagnostics. To further understand DNA fingerprinting it is must first discuss the basics of DNA.

A. DNA

DNA is the genetic material found in most organisms, including humans. The main role of DNA molecules is the long-term storage of information [7]. The information in DNA is stored as a code made up of four chemical bases: adenine (A), thiamine (T), y to sine (C), and guanine (G). As shown in figure 1, DNA base pairs up with each other, A with T and C with G, to form units called base pairs. Each base is also attached to a sugar molecule and a phosphate molecule. The order, or sequence, of these bases make individual DNA unique and determines the information available for building and maintaining an organism, similar to the way in which letters of the alphabet appear in a certain order to form words and sentences. Together, a base, sugar, and phosphate are called a nucleotide. Nucleotides are arranged in two long strands that form a spiral called a double helix [7]. Human DNA consists of about 3 billion bases, and more than 98 percent of those bases are the same in all people. Although each individual repeating unit is very small, DNA polymers can be very large molecules containing millions of nucleotides. For instance, the largest human chromosome, chromosome number 1, is approximately 220 million base pairs long. The DNA segments that carry genetic information are called genes. In the nucleus of each cell, the DNA molecule is packaged into thread-like structures called chromosomes [7].
A=Adenine, T=Thiamine   C=Cytosine ,  G=Guanine
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Fig.  1.  Structure of DNA

But the lot of issues with the DNA fingerprint like it is not 100% assured. Even it is not distributed uniformly over the large population. It cannot have stable probability occurrence.

II. FINGER KNUCKLE PRINT

Researchers have recently found that the finger-knuckle-print   (FKP), which refers to the inherent skin patterns of the outer surface around the phalangeal joint of one’s finger, has high discriminability, making it an emerging promising biometric identifier [2]. Effective feature extraction and matching plays a key role in such an FKP based personal authentication system. FKP based authentication system comprises four major components FKP image acquisition, ROI (region of interest) extraction, feature extraction, and feature matching. The FKP image is as shown in figure 2.
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Fig. 2. (a) Original image of finger knuckle (b) Cropped image
III. FINGER VEIN
  Finger vein is a blood vessel network under ﬁnger skin. The   

network pattern is unique for each individual [9], unaffected by aging, and it is internal, i.e. inside human skin which can always guarantee high security authentication. Nowadays, ﬁnger vein has become one of the major interest in biometric research for automated system due to it attributes in high security and reliability. Accordingly, a lot of new devices and technologies which are related to ﬁnger vein recognition have emerged in the worldwide market. The vein patterns could be obtained from fingers or the whole palm. The equipments used to obtain an image of the vain pattern are also simple and inexpensive. An image of the veins pattern is revealed as the near infrared light is reflected in the haemoglobin in the blood. A CCD (charge coupled device) camera uses a small, rectangular piece of silicon to receive incoming light. The CCD captures the image of the vein pattern through this reflected light [3]. Biometrics parameter and comparisons of secure biometrics are shown in Tables I and II [4].
TABLE I.   BIOMETRICS PARAMETER
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TABLE II.  COMPARISION OF BIOMETRIC TRAITS
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IV. FEATURE EXTRACTION ALGORITHMS
A. Extraction  of  DNA
There are three types of DNA fingerprints: RFLPs, VNTRs, and STRs Restriction fragment length polymorphisms’, or RFLPs as they are commonly known, were the first type of DNA fingerprinting which came onto the scene in the mid 1980’s. RFLP’s focus on the size differences of certain genetic locations. Large amount of tissue or blood to provide enough DNA for analysis. Currently, the most popular method of DNA fingerprinting is short tandem repeats, or STRs for short. Unlike VNTRs which analyze minisatellites that have repeat sequences of 9-80 base pairs, STRs use microsatellites which have repeat sequences of only 2-5 base pairs, introducing the “less is more” philosophy to the world of DNA fingerprinting. PCR (Polymerase Chain Reaction )was developed in the mid 1980’s and used the same principles that cells use to replicate DNA to amplify the specified region, which is usually between 150-3,000 base pairs in length. PCR is performed by performing several iterations of a cycle, where each cycle doubles the amount of DNA in the sample, Each cycle consists of three phases Denaturation phase, Annealing phase, Elongation phase.

B. Extraction of finger  Knuckle  Features

The finger knuckle features like physiological and statistical like  magnitude, phase, orientations extraction are extracted by using different algorithms as Principle component analysis (PCA), Linear discriminate analysis (LDA) and Independent component analysis (ICA) [1]. These are the subspace methods. Some algorithms are used to extract local and global features of FKP image. These algorithms are scale invariant feature transform (SIFT), speeded up robust features (SURF) [2]. Local Global Information Combination (LGIC). Kekre’s wavelet transform is well known method for feature extraction [11].
C. Extraction of finger  Vein  Features

In visible light, the vein structure on the back of the hand is not easily discernible. The visibility of the vein structure varies significantly depending on factors such as age, levels of subcutaneous fat, ambient temperature and humidity, physical activity, and hand position. In addition a multitude of other factors including surface features such as moles, warts, scars, pigmentation and hair can also unclear the image. The use of thermo graphic imaging in the near IR spectrum exhibit marked and improved contrast between the subcutaneous blood vessels and surrounding skin, and eliminates many of the unwanted surface features [10]. A set of LEDs (light emitting diodes) generates near infrared light that penetrates the body Tissue. An image of the veins pattern is revealed as the near infrared light is reflected in the hemoglobin in the blood [9]. The CCD captures the image of the vein pattern through this reflected light. The Image is processed through an algorithm to constructs a finger vein pattern from the camera

Image. The finger-vein pattern is extracted from the Normalized image. Extraction of the patterns is based on the number of times the tracking lines pass through the points Extraction of the patterns is based on the number of times the tracking lines pass through the points. The line-tracking operation starts at any pixel in the captured image.
V. SECURITY ISSUES

DNA is the most distinct biometric identifier available for human beings and is highly accurate; but still DNA-based identification won't be fully automated in the near future because of the limitation as DNA matching is not done in real-time. It is intrusive; a physical sample must be taken, while other biometric systems only use an image or a recording. If sample collection is not supervised, an impostor could submit anybody’s DNA. The cost of DNA analysis (16 loci) in India is about Rs 11500/- for two people. One key disadvantage of DNA analysis is the potential for invasion of individual privacy. Because a person's DNA reveals so much information about their physical state, it is sensitive information that must be carefully guarded. Concerns about employers gaining access to genetic information about employees and using it to make hiring decisions or determine health care eligibility are common. Information about an individual's ethnic background.
On the other hand finger Knuckle Print has advantage over DNA based biometric as it is rich in texture features , easily accessible, contact-less image acquisition, invariant to emotions other behavioral aspects such as tiredness stable features [5].

Finger vein FV systems have some very powerful advantages as there is no property of latency. The vein patterns in fingers stay where they belong, and where no one can see them – in the fingers. This is a huge privacy consideration. Vascular sensors are both durable and usable. The sensors capture the pattern beneath the skin; and they simply don’t have issues with finger cuts, moisture or dirt which are the common issue of fingerprint. Finger vein systems demonstrate very high accuracy rates, currently higher than fingerprint imaging, and they are very difficult to spoof; [6]. Finger vein systems are extremely easy to use as they are fairly intuitive and require very little training on the part of the user.
VI .CONCLUSION
Biometric based on the DNA fingerprint, finger Knuckle Print, Finger Vein are providing us high level of security. But DNA based systems cannot be fully automated in the future largely because of throughput of the currently available identification devices and the ease of circumventing the system by presenting DNA from a different individual. But in case of the biometrics based on FKP and Finger Vein, the database can be easily maintained and image acquisition systems are very simple and there are no legal issues for the using FKP and Finger Vein as biometric traits. So Finger-knuckle-print and Finger Vein are the emerging biometric traits for the authentication.. 
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